


requirement applies to all third party relationships (including affiliated entities) and further sub­

contract arrangements. 

We also support the use of cloud technologies and would encourage the Standard to be 

practically applicable to and inclusive of traditional and new technologies, including those used 

by third parties, which may be global in nature and external to the Australian regulatory 

environment. 

Notification 

We suggest APRA consider the notification requirements and in particular provide a clear 

definition with respect to the timing and severity expectations under paragraph 34. When 

experiencing an issue of this nature the initial focus will be on rectification of the issue and any 

customer impact. We would encourage an approach that provides a reasonable time period to 

address the triage situation and then provide notification to the regulators, for example, we 

suggest alignment with notification timelines expressed in CPG 220 Risk Management ("as 

soon as practicable, and no more than 10 business days, after it becomes aware"). Additionally 

to avoid lack of clarity or duplication of regulatory reporting (both on and offshore), we support 

the use of a standardised reporting method or template. 

We thank APRA for considering our comments and should you have any questions, please do 

not hesitate to contact Merydith Clark, Head of Security Risk. 

Yours sincerely, 

Noel McNamara 

Chief Risk Officer 

HSBC Bank Australia Limited 
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